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To receive this newsletter 
electronically e-mail requests to 
40SL@dodig.osd.mil.  You can 
download this and past editions 
of the newsletter and the Adobe 
Acrobat Reader ver. 3.0 at www.
desc.dla.mil/main/d/home_g.
htm.  This newsletter is based on 
press releases and public 
information. 

Bussdieker uncovered the 
fully automatic rifle of un-
known origin and the three si-
lencers that had once been a 
part of the U.S. Marine Corps 
inventory and had originally 
been obtained through the 
DRMO. The Sacramento Post 
of Duty (POD) is conducting 
the investigation jointly with 
the Washoe County Sheriff’s 
Department, the Naval Crimi-
nal Investigative Service 
(NCIS), and the Bureau of Al-
cohol Tobacco and Firearms 
(BATF). 
 

False Statements 
    Superceding indictments 
were returned against Joseph 
Bender, president of 
Schweitzer Emblem Com-
pany (SEC), and SEC charg-
ing that they caused a DoD 
prime contractor to make 
false and misleading state-
ments to the Defense Supply 
Center Philadelphia.  Bender 
and SEC were initially in-
dicted for making false and 
misleading statements to the 
DoD.  An investigation dis-
closed that Bender, along 
with SEC, allegedly caused a 

DoD prime contractor to 
make false and misleading 
statements to the Govern-
ment regarding the country 
of manufacture for uniform 
emblems.  The contract 
called for the nearly 1.8 mil-
lion uniform emblems, cost-
ing roughly $800,000, to be 
manufactured domestically.  
Bender and SEC allegedly 
provided the prime contrac-
tor with not only foreign-
made emblems, but em-
blems that failed in numer-
ous aspects to meet con-
tractual requirements. The 
Chapel Hill Resident Agency 
(RA) is conducting the in-
vestigation. 
 

Forgery 
    An indictment was re-
turned against Miguel A. 
Garcia, a former DoD police 
officer, previously assigned 
to the U.S. Army Military 
Ocean Terminal, Bayonne, 
NJ, and Fort Monmouth, NJ.  
Garcia was charged with 
forgery of seals of depart-
ments or agencies; forgery 
of official badges and identi-
fication cards; false state-

Firearms Violation 
   A two-count indictment was 
returned against former 
Washoe County, NV, Sheriff’s 
Department Deputy Kevin E. 
Bussdieker for allegedly be-
ing in possession of a ma-
chine gun and three silencers 
that were suspected of being 
obtained illegally through the 
DoD.  An investigation dis-
closed that Bussdieker alleg-
edly used his deputy sheriff’s 
position, where he was as-
signed as a “screener,” to ob-
tain military surplus equip-
ment through the Defense 
Reutilization Management Of-
fice (DRMO) and through the 
Law Enforcement Support Of-
fice program.  A search of a 
storage locker maintained by 

Indictments 
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ments; and mail fraud.  Gar-
cia allegedly was in posses-
sion of parking placards bear-
ing the seals and insignias of 
various U.S. departments and 
agencies (including the DoD), 
and in possession of equip-
ment and materials for manu-
facturing and laminating offi-
cial Government parking plac-
ards.  It is also alleged that 
Garcia sold two U.S. Mar-
shals Service shields to unau-
thorized persons and made 
false statements regarding 
those sales to investigating 
agents.  The New York RA is 
conducting the investigation 
in conjunction with the Law 
Enforcement Integrity Unit of 
the U.S. Attorney’s Office, 
Southern District of New 
York, the Federal Bureau of 
Investigation (FBI), the New 
York State Inspector Gen-
eral’s Office, and the New 
York State Commission of In-
vestigation. 
 

Bank Fraud 
    Michael D. Emerson was 
arrested by the Louisiana 
State Police, Kenner, LA, on 
suspicion that he violated two 
counts of the State statute for 
bank fraud in Jefferson Par-
ish, LA.  In December 1998, 
Emerson allegedly assumed 
the identity of John Quinton 
Quave and was hired as a se-
curity guard at the U.S. Navy 
Information Technology Cen-
ter, New Orleans, LA.  Emer-
son had outstanding warrants 
for his arrest.  In January 
1999, Emerson allegedly 
used Quave’s Social Security 
Number (SSN) and name to 

open a checking account at 
the Metairie Bank and Trust 
Company so his paycheck 
could be direct deposited.  A 
“numident” query of the So-
cial Security Administration’s 
database for Quave’s SSN 
revealed the number was as-
signed to 8-year-old 
John Quinton Quave. The 
New Orleans RA is conduct-
ing the investigation with the 
Social Security Administration 
and the NCIS. 
 

Fraudulent Billing 
    Richard Ottimo was ar-
rested for his involvement in a 
scheme to defraud the DoD 
through a fraudulent billing 
scheme.  An investigation dis-
closed that Ottimo, over the 
road trucking manager for Ar-
row Transport Systems, Inc., 
a DoD subcontractor that pro-
vides trucking services for 
Northrop Grumman at Beth-
page, NY, allegedly inflated 
and created fictitious invoices 
used to generate checks.  
The invoices were submitted 
to Northrop Grumman and 
paid.  Ottimo allegedly negoti-
ated the checks with forged 
endorsements and kept the 
inflated amounts.  The New 
York RA is conducting the in-
vestigation jointly with the 
FBI.   

Larceny 
    Michael J. Dellarocco, a 
former engineer at Ansonia 
Copper & Brass Company, 
Inc. (Ansonia Copper), An-
sonia, CT, was arrested and 
charged in an information 
with one count of larceny by 
possession, in connection 

with an ongoing investigation 
into the destruction of a main-
frame computer at Ansonia 
Copper.  The damaged com-
puter controlled the com-
pany’s manufacturing opera-
tions.  Ansonia Copper manu-
factures copper tubing for the 
U.S. Navy.  While executing a 
state authorized search war-
rant at Dellarocco’s residence 
seeking evidence in the in-
vestigation, it was determined 
that Dellarocco had in his 
possession machinery and 
equipment allegedly belong-
ing to Ansonia Copper.  The 
Hartford RA is conducting the 
investigation jointly with the 
Detective Division of the An-
sonia Police Department and 
the Connecticut State Police 
Major Crimes Squad. 
 

Wire Fraud 
    An information was filed in 
Alexandria, VA, against Ta-
sha Y. Kinney, Suitland, MD, 
superceding a previous indict-
ment of Kinney on wire fraud 
charges.  This single count 
information charges Kinney 
with embezzling Government 
funds.  On June 22, 2001, 
Kinney pled guilty to the 
charge.  Kinney worked for 
the Defense Information Sys-
tems Agency (DISA) as a 
secretary and time and atten-
dance (T&A) keeper.  From 
approximately April through 
November 2000, Kinney used 
a former T&A keeper’s user-
name and password to ac-
cess the Defense Civilian 
Payment System and fraudu-
lently add overtime to her 
own record.  Kinney resigned 
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from DISA after admitting to 
entering and receiving over 
$25,000 in unauthorized over-
time pay.  The Mid-Atlantic 
Field Office (FO) conducted 
the investigation with the 
OIG, DISA. 
 

Product Substitution 
    An information was filed 
against Jose A. Velazquez, 
former vice president of TVK 
Aviation Supply, Inc. (TVK), 
Miami, FL, charging him with 
one count of falsifying and 
concealing a material fact 
concerning aircraft parts.  
TVK allegedly sold 158 coun-
terfeit and/or suspect unap-
proved Allison 501 gas tur-
bine engine thermocouple 
probes (probes) to North 
American Turbines, Miami, 
FL, a Federal Aviation Ad-
ministration (FAA) certified re-
pair station.  The probes are 
used on DoD and civilian C-
130 aircraft.  The probes 
monitor the temperature of 
the engine and if defective, 
the crew could not detect an 
overheated engine or a fire.  
TVK is an aviation parts bro-
ker and, although not regu-
lated by the FAA, must com-
ply with FAA regulations 
when certifying aircraft parts 
being sold as FAA approved.  
The Fort Lauderdale POD is 
conducting the investigation 
with the FBI and the Depart-
ment of Transportation. 
 

Health Care Fraud 
    An information was filed 
against Respiratory Druggist, 
Inc. (RDI), Foley, AL, and its 
owner/president, Richard 

Bennett Powell, Jr., for health 
care fraud.  The information 
also alleges that Powell and 
his spouse, Joanne Taylor 
Powell, filed false individual 
income tax returns.  In a sub-
sequent court appearance, 
RDI, Richard Powell and 
Joanne Powell pled guilty to 
health care fraud.  In addition, 
the Powells pled guilty to 
Federal income tax evasion.  
The RDI provided durable 
medical equipment and drugs 
to TRICARE and Medicare 
patients residing primarily in 
southern Alabama.  An inves-
tigation determined that RDI 
made payments to physicians 
in return for referring patients 
to RDI and submitted false 
claims for dispensing the 
brand name drug Atrovent, 
when a less expensive ge-
neric drug was actually dis-
pensed to patients.  Richard 
Powell also conspired to di-
vert the drug Atrovent to retail 
pharmacies, wholesalers or 
suppliers, as opposed to indi-
vidual patients, as required by 
contract.  The scheme re-
sulted in excess profits of 
$687,000.  The Powells each 
filed false U.S. Individual In-
come Tax Returns for the 
1996 calendar year.  The 
Pensacola POD conducted 
the investigation with the FBI 
and the Internal Revenue 
Service (IRS). 
 

Kickbacks 
    An information was filed 
against Gary DeBate, Chal-
mette, LA, and Paul Folkins, 
Mandeville, LA, charging both 
with one count of violating the 

Anti-Kickback Act.  DeBate 
and Folkins are co-owners of 
Alliance Marine and Industrial 
Repair, Inc. (Alliance), Chal-
mette, LA.  Alliance per-
formed as a subcontractor for 
Bay Ship Management, Inc. 
(Bay Ship), Englewood Cliffs, 
NJ, a U.S. Government prime 
contractor.  DeBate and 
Folkins allegedly provided a 
kickback to a former Bay Ship 
employee.  In exchange, they 
received favorable treatment 
in the awarding of subcon-
tracts for repair work aboard 
U.S. naval ships.  These ac-
tions are the result of a 3½-
year investigation into corrup-
tion within the maritime indus-
try.  Bay Ship had multiple 
contracts, valued in excess of 
$200 million, with the U.S. 
Navy Military Sealift Com-
mand (MSC) to provide man-
agement, personnel, opera-
tional and technical support to 
operate and maintain several 
MSC ships.  The New Or-
leans RA is conducting the 
investigation with the FBI and 
the NCIS, with audit assis-
tance from the Defense Con-
tract Audit Agency (DCAA). 
 

Forgery 
    Justin O. Clayton, former 
airman, U.S. Air Force, Day-
ton, OH, pled guilty to two 
counts of felony forgery.  An 
investigation disclosed that 
Clayton negotiated personal 
checks, which he knew to be 
stolen, at various banking in-
stitutions in the Dayton area.  
Each of the checks was made 
payable to Clayton in the 
amount of $800.  During the 
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negotiation of the stolen 
checks, Clayton used a mili-
tary identification card that he 
had not returned when dis-
charged, claiming at the time 
that he could not find his mili-
tary identification card.  Clay-
ton allegedly negotiated 
seven other stolen checks 
outside the city limits of Day-
ton, OH.  Consequently, Clay-
ton has been indicted in con-
nection with those checks 
and the charges have not yet 
been resolved.  The Dayton 
RA conducted the investiga-
tion with the Police Depart-
ment, Dayton, OH. 
 
Guilty Pleas for Bridgeport 

Contract 
    An ongoing corruption 
probe concerning the City of 
Bridgeport and its award and 
administration of city con-
tracts, programs and grants 
resulted in the following guilty 
pleas: 
       �  Patrick Coyne, former 
director, Office of Mayoral Ini-
tiatives for the City of Bridge-
port, CT, pled guilty to mail 
fraud.  Between 1997 and 
2000, Coyne illegally ac-
cepted thousands of dollars 
from Paul Pinto in connection 
with the selection of asbestos 
abatement companies for City 
of Bridgeport contracts.   
       �  Paul J. Pinto, Easton, 
CT, pled guilty to racketeer-
ing, mail fraud and tax fraud.  
Between 1995 and 2000, 
Pinto engaged in racketeering 
activity to personally enrich 
himself and others, including 
an elected city official, regard-
ing the award and administra-

tion of city contracts, pro-
grams and grants.  Pinto also 
admitted receiving kickbacks 
and bribes intended for this 
elected official.  
       �  Leonard Grimaldi, Red-
ding, CT, pled guilty to racket-
eering and tax fraud.  Be-
tween 1995 and 1999, Gri-
maldi engaged in racketeer-
ing activity to personally en-
rich himself and others, in-
cluding an elected city official, 
regarding the award and ad-
ministration of city contracts, 
programs and grants.  Gri-
maldi also admitted providing 
bribes and other things of 
value to an elected public offi-
cial. 
During this period, the City of 
Bridgeport received over $1.5 
million in Economic Adjust-
ment Defense Conversion Ini-
tiative Implementation Grant 
funds as a result of its loss of 
defense-related jobs.  The 
Hartford RA conducted the 
investigations jointly with the 
FBI, the IRS and the Depart-
ment of Transportation.   
 

Fraudulent Scheme 
    Robert J. Grill and Daniel 
Joseph Hawkins pled guilty to 
violating felony provisions of 
the Arizona Revised Statutes.  
Specifically, Grill pled guilty to 
two counts of false swearing 
to the Government, and Haw-
kins pled guilty to one count 
of facilitating a known fraudu-
lent scheme.  An investigation 
disclosed that Grill sold bid, 
payment and performance 
bonds to numerous DoD con-
tractors using the Henrietta 
Mine as collateral.  He knew 

the Mine’s alleged gold ore 
was nothing more than dis-
carded trash tailings left over 
from the Mine’s turn of the 
century operations.  In addi-
tion, Grill filed liens against 
the Mine to give the appear-
ance that it was both viable 
and had value.  Hawkins fa-
cilitated Grill’s scheme by in-
tentionally misrepresenting to 
DoD contractors that the 
Mine’s “gold ore” had actual 
marketable value.  The Phoe-
nix RA conducted the investi-
gation jointly with the U.S. 
Army Criminal Investigative 
Command (USACIDC and 
the Air Force Office of Special 
Investigations (AFOSI). 
 

Export Fraud 
    Saeed Homayouni and 
Yew Leng Fung, both from 
Bakersfield, CA, pled guilty to 
superceding informations.  
Homayouni pled guilty to one 
count of conspiracy to violate 
the Arms Export Control Act 
and the International Emer-
gency Economic Powers Act.  
Fung pled guilty to one count 
of misprision of a felony relat-
ing to the provisions of the 
Arms Export Control Act and 
the International Emergency 
Economic Powers Act.  Multi-
core, headquartered in Lon-
don, England, operated a 
branch in Bakersfield, CA.  
From these locations, Multi-
core representatives pur-
chased parts for the F-4 
Phantom aircraft, the F-5 Ti-
ger fighter aircraft, the F-14 
Tomcat aircraft, and the 
Hawk Missile System from le-
gitimate vendors, part brokers 



Page 5 

tations that the tests were 
lawfully payable as non-
routine blood tests.  Medicare 
had already paid for the tests 
as routine blood tests for di-
alysis patients.  The Boston 
RA conducted the investiga-
tion with the FBI and the 
Health and Human Services 
(HHS). 
 
 
 
 
 
 
 

Health Care Fraud 
    Karla Haswell, Valley 
Counseling, Colorado 
Springs, CO, pled guilty to 
health care fraud and conspir-
acy to defraud with respect to 
claims.  An investigation dis-
closed that Haswell, along 
with her husband, Everseley 
Haswell, submitted false 
claims to the TRICARE Man-
agement Activity and Medi-
care for mental health care 
counseling that was not pro-
vided.  Haswell admitted to 
participating in a conspiracy 
to submit and cause to be 
submitted approximately 
$418,320 in false and ficti-
tious claims to the TRICARE 
Management Activity and ap-
proximately $26,538.23 to the 
Medicare program for ser-
vices that were either not ren-
dered or not rendered by the 
authorized provider claimed.  
The Denver RA conducted 
the investigation jointly with 
the HHS, the IRS and the 
TRICARE Program Integrity 
Office.   

 
 
 
 

Insurance Fraud 
    Amelia Bennett, wife of Ar-
thur Gus Bennett, a former U.
S. Marine, was sentenced in 
U.S. District Court, Las Ve-
gas, NV, to 3 years probation, 
3 years supervised release, 
ordered to pay restitution of 
$101,874 and a $100 special 
assessment fee.  She previ-
ously pled guilty to one count 
of misprision of a felony.  
Amelia Bennett and four fam-
ily members filed for Service-
members Group Life Insur-
ance (SGLI), Department of 
Veterans Affairs (VA) bene-
fits, and Social Security survi-
vor benefits based on the 
false reporting of Arthur Ben-
nett's death.  Arthur Bennett 
was identified in a fictitious 
death scheme involving a 
trailer fire at the Lake Mead 
National Recreation Area, 
Clark County, NV.  The fire 
occurred on February 3, 
1994.  Bennett family mem-
bers used multiple bank ac-
counts in Nevada, Utah, and 
Virginia to facilitate fraudulent 
distribution of SGLI, VA, and 
Social Security survivor bene-
fits.  A SGLI insurance claim 
citing Arthur Bennett's death 
resulted in fraudulent SGLI 
beneficiary payments of 
$200,000.  Arthur Bennett is 
now deceased.  The Salt 
Lake City RA conducted the 
investigation with the FBI, the 
VA, the Social Security Ad-
ministration and the NCIS. 
 

Sentences 

for equipment manufacturers 
and the DRMO.  The parts 
were shipped to Bakersfield, 
CA, where they remained in 
private storage units until 
shipped out of the country to 
Singapore, without the re-
quired export licenses, by us-
ing a fictitious business entity.  
The parts were then trans-
shipped from Singapore to 
Iran.  The San Diego RA con-
ducted the investigation with 
the U.S. Customs Service. 
 

Payment Fraud 
    Eileen B. Aird, Ridgewood, 
NJ, former president of 
LifeChem Laboratories, Inc. 
(LifeChem), pled guilty to a 
superseding information 
charging her with misprision 
of a felony with regard to dou-
ble billing the Medicare pro-
gram for approximately $4.9 
million.  From 1990 through 
1996, Aird was the general 
manager and then president 
of LifeChem, a subsidiary of 
National Medical Care, Inc. 
(NMC), Waltham, MA.  NMC 
was the largest provider of 
services to patients with end 
stage renal disease in the 
United States.  LifeChem was 
an independent clinical blood 
laboratory owned by NMC 
that specialized in performing 
laboratory tests for patients 
with end stage renal disease.  
From July 1992 through Au-
gust 1995, Aird concealed 
and failed to report the dupli-
cate claims submitted by 
LifeChem to Medicare for 
payment of laboratory blood 
tests.  The claims were ac-
companied by false represen-
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Health Care Fraud 
    James Paul Kalhorn, D.D.
S., Colorado Springs, CO, 
was sentenced to 2 years 
probation and ordered to pay 
$25,000 in restitution and a 
$5,000 fine.  Kalhorn previ-
ously pled guilty to making, or 
causing to be made, a false 
statement or representation 
involving a Federal health 
care program.  An investiga-
tion disclosed that between 
January 1996 and December 
1999, Kalhorn submitted nu-
merous claims to TRICARE’s 
contracted dental carrier, 
United Concordia Compa-
nies, Inc. (UCCI), Great West 
Life, and Delta Dental for 
periodontal scaling and root 
planing, which medical re-
views found were not neces-
sary.  Periodontal scaling and 
root planing is a lengthy and 
intensive dental procedure 
that is billed in segments of 
the mouth or quadrants.  Kal-
horn submitted claims for 
quadrants of root planing and 
scaling for days of service 
when patients were not pre-
sent.  He also submitted 
periodontal pocket depth 
charts with the claims that, 
according to patients, con-
tained measurements Kal-
horn did not perform.  The 
Denver RA conducted the in-
vestigation jointly with the FBI 
and with assistance from the 
Special Investigations Unit of 
the UCCI. 
 

False Statements 
    Blue Jaunte Com-

pany, Incorporated, formerly 
Plummer Precision Optics 

Company (Plummer), entered 
guilty pleas to one count of 
conspiracy to make false 
statements and two counts of 
Arms Export Control Act vio-
lations.  Plummer Precision 
was immediately sentenced 
to pay an $875,000 fine and a 
$1,200 special assessment.  
Plummer Precision previously 
agreed to pay $2,375,000 to 
settle a civil complaint filed on 
September 21, 1999, against 
Plummer Precision, John L. 
Plummer, Jutta Plummer, 
Max Haskins, Walter Lagger, 
Plummer Precision Optics 
PTE, Ltd., and Tomilda Trust.  
In addition, Walter Lagger 
and Max Haskins, vice presi-
dents of Blue Jaunte Com-
pany, Incorporated, were sen-
tenced for conspiring to make 
false statements.  Haskins 
was sentenced to 5 years 
probation, 6 months home 
confinement, fined $5,000 
and ordered to pay a $100 
special assessment.  Lagger 
was sentenced to 5 years 
probation, 6 months home 
confinement, fined $20,000 
and ordered to pay a $100 
special assessment.  
Plummer manufactured optic 
lenses and other optical in-
struments used in military 
weapon systems.  Specifi-
cally, these optic components 
were used in the gunner’s pri-
mary sighting system of the 
U.S. Army Abrams M1A1 
tank and the Bradley Fighting 
Vehicle.  They also were criti-
cal components in the Army’s 
Laser Village Program.  An 
investigation revealed that 
Plummer engaged in a 

scheme to falsify quality in-
spection reports that resulted 
in the shipment of noncon-
forming and defective parts to 
the U.S. Army and other DoD 
contractors.  As a result, the 
Government paid the defen-
dants the full price for millions 
of dollars in contracts, yet re-
ceived parts that failed to 
meet contract specifications.  
Lagger and Haskins directed 
the misrepresentations to the 
Government.  The Northeast 
FO conducted the investiga-
tions with the U.S. Customs 
Service. 

Health Care Fraud 
    Romualdo N. Garcia, Re-
public of the Philippines, was 
sentenced in U.S. District 
Court, Madison, WI, to 12 
months incarceration, fol-
lowed by 3 years supervised 
release, ordered to pay 
$240,946 in restitution and a 
$50 special assessment fee.  
Garcia previously pled guilty 
to submitting false claims to 
TRICARE.  An investigation 
determined that Garcia, a re-
tired U.S. Navy veteran resid-
ing in the Republic of the Phil-
ippines, submitted numerous 
false claims to the TRICARE 
health care program for ser-
vices rendered to himself and 
his dependents.  WPS, Madi-
son, WI, a fiscal intermediary 
for the TRICARE program, 
processed false claims total-
ing $240,946 on behalf of 
TRICARE.  The Chicago 
POD conducted the investiga-
tion. 
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Health Care Fraud 
    David H. Trock, M.D., New-
town, CT, a former principal 
investigator for Magnetic 
Therapy Center, PC, Dan-
bury, CT, was sentenced to 6 
months probation and or-
dered to make restitution of 
$35,250 to the Government.  
Trock previously pled guilty to 
aiding and abetting in con-
nection with a violation of the 
Federal Food, Drug and Cos-
metic Act.  An investigation 
disclosed a scheme to know-
ingly submit experimental 
electro-magnetic therapy 
treatment claims for payment 
to Medicare, TRICARE, pri-
vate insurance carriers and 
patients.  The treatments 
were conducted under a clini-
cal trial on an investigational 
basis not yet approved by the 
U.S. Food and Drug Admini-
stration (FDA).  The Magnetic 
Therapy Center used fraudu-
lent billing codes to recover 
its costs as the procedures 
actually performed were not a 
reimbursable service under 
Federal health care program 
regulations.  The Hartford RA 
conducted the investigation 
jointly with the FBI, the FDA 
Office of Criminal Investiga-
tions and the U.S. Postal In-
spection Service. 
 

Hazardous Waste 
    Albert Young, president of 
Rehrig International, Incorpo-
rated (Rehrig), Richmond, 
VA, entered a guilty plea on 
behalf of Rehrig to two viola-
tions of the Federal Clean 
Water Act (FCWA).  Rehrig 
failed to properly operate and 

maintain the wastewater 
treatment system necessary 
to achieve compliance with its 
City of Richmond permit.  Re-
hrig was immediately sen-
tenced to 18 months proba-
tion and to pay $200,000 per 
count (the fines to run concur-
rently).  In addition, the com-
pany was ordered to pay a 
$250 special assessment and 
to fulfill the terms of its plea 
agreement to make a 
$10,000 charitable donation 
and upgrade the pollution 
control equipment at its cur-
rent plant.  In a separate 
court action, J. Gregory Dant, 
former Rehrig plating process 
specialist, was sentenced to 6 
months home detention (with 
electronic monitoring--the first 
120 days include weekends 
served at an intermittent con-
finement facility), 4-1/2 years 
supervised probation, to pay 
a $7,500 fine and a $100 spe-
cial assessment fee.  Dant 
previously pled guilty to vio-
lating the FCWA by tamper-
ing with and rendering inac-
curate a wastewater-
monitoring device at Rehrig.  
Rehrig formerly operated a 
production plant in the City of 
Richmond, VA, and had con-
tracts to manufacture and 
supply shopping carts to the 
Defense Commissary Agency 
(DeCA).  The company was 
issued an industrial user per-
mit that established discharge 
limits under the FCWA for 
various substances, such as 
nickel and chrome, in its 
wastewater.  During the 
manufacture of the shopping 
carts, a process was used to 

electro-plate the shopping 
cart chassis with chrome and 
nickel.  Rehrig’s wastewater 
frequently had chrome and 
nickel concentrations that ex-
ceeded permit limits.  The 
Richmond POD conducted 
the investigations with the FBI 
and the Environmental Pro-
tection Agency. 
 

Health Care Fraud 
    Jack Campo, Fort Pierce, 
FL, was sentenced to 37 
months incarceration, ordered 
to pay $923,100 restitution, 
and an $800 special assess-
ment fee.  Between April 
1992 and May 1996, Campo, 
owner of Campo Care, Inc., 
d.b.a. Staff Builders Health 
Care Service (Staff Builders), 
Port Saint Lucie, FL, received 
approximately $442,051 in re-
imbursements for costs alleg-
edly incurred for overhead ex-
penses and direct patient 
care affecting TRICARE and 
Medicare.  In addition, 
Campo caused the filing of 
one or more false claims by 
providing false information to 
Staff Builders, Lake Success, 
NY, the parent company, for 
inclusion in their consolidated 
cost report.  Staff Builders is 
a home health agency that 
provides continuing medical 
care to patients at home that 
have been discharged from 
either a hospital or an outpa-
tient care facility.  Specifically, 
Campo received reimburse-
ment from Medicare for 
falsely reporting furniture, sal-
ary costs, Christmas bo-
nuses, and “royalty fees.”  
Further, Campo, with the as-



Page 8 

sistance of his son, Brian 
Campo, paid kickbacks to 
Drs. Warren Federgreen, 
Syed Abdullah, and 
Shahriar Ekbatani with the 
expectation of receiving refer-
rals to Staff Builders.  The 
Fort Lauderdale POD con-
ducted the investigation with 
the FBI. 
 

Product Substitution 
    Moti Glaser, Staten Island, 
NY, and his business, Tech-
nology Products Manufactur-
ing Company, Inc. 
(Technology Products), South 
Plainfield, NJ, were sen-
tenced for violating the Major 
Fraud Act.  Glaser was sen-
tenced to 1 year and 1 day in 
prison.  Glaser and Technol-
ogy Products were each fined 
$257,525.50.  Technology 
Products manufactured 
chemical and biological pro-
tective hoods for the DoD 
through three contracts val-
ued in excess of $10 million.  
The hoods were for use by 
military personnel assigned in 
regions around the world 
where the threat of chemical 
and biological weapons use 
exists.  The hoods were also 
purchased for use by military 
and civilian personnel in envi-
ronments where chemical 
and biological accidents had 
occurred and clean up was 
necessary.  An investigation 
determined that Glaser and 
Technology Products filed 
over $1.4 million in false pro-
gress payment claims.  They 
also switched random sample 
hoods selected by the Gov-
ernment for quality inspec-

tions and/or independent cer-
tified laboratory destructive 
testing; submitted false DD 
Forms 250 claiming boxes 
contained hood quantities 
that were actually empty ship-
ping boxes labeled to deceive 
Government inspectors; and 
certified hoods were in com-
pliance of Government manu-
facturing specifications when 
95 percent of the hoods failed 
a reinspection of hoods previ-
ously shipped to the DoD.  
Per specification require-
ments, the failure rate had to 
be less than 2 percent.  Fol-
lowing the inspection and dis-
covery of the numerous flaws, 
a DoD safety alert was is-
sued.  The protective hoods 
were subsequently removed 
from DoD inventory and the 
contracts were terminated for 
default.  An emergency repro-
curement was initiated.  The 
replacement costs associated 
with the contract terminations 
totaled $12 million.  Total 
payment to Technology Prod-
ucts for the defective protec-
tive hoods totaled approxi-
mately $5 million.  Total loss 
to the Government associ-
ated with this fraud exceeded 
$17 million.  The New Jersey 
RA conducted the investiga-
tion with the FBI and the 
USACIDC. 

 
Theft 

    Juel E. Jones and David 
Ray Williamson were sen-
tenced in Federal District 
Court, Texarkana, TX.  Jones 
was sentenced to 3 years 
probation and ordered to pay 
$4,650 in restitution and a 

$100 special assessment.  
Williamson was sentenced to 
3 years probation, ordered to 
pay $26,275 in restitution, a 
$3,500 fine and a $100 spe-
cial assessment.  They previ-
ously pled guilty to theft of 
Government property.  An in-
vestigation disclosed a 
scheme whereby Tommy Ray 
Briley, a DoD employee at 
Red River Army Depot, Tex-
arkana, TX, used a U.S. Gov-
ernment credit card to pur-
chase building supplies.  
Briley took the supplies to the 
home of Williamson, who paid 
Briley cash for them.  William-
son then transferred the sto-
len property to Jones who 
sold it to local merchants and 
construction contractors in 
the Texarkana, TX, and Ar-
kansas area.  Jones then split 
the sale proceeds with Wil-
liamson.  Briley was previ-
ously convicted and sen-
tenced for theft of Govern-
ment property.  The South-
west FO conducted the inves-
tigation with the FBI. 
 
 
 
 
 
 

Impersonation Scheme 
    Miriam Kenyan, Wood-
ridge, NJ, was sentenced to a 
$250 fine and a $100 special 
assessment.  Kenyan, former 
Government contracts man-
ager at Janitorial and Mainte-
nance Service (JAMS), Mor-
ristown, NJ, previously pled 
guilty to impersonating a DoD 
contracting officer while con-
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ducting a meeting with a loan 
officer from a New York-
based finance company.  The 
purpose of the impersonation 
was to defraud the finance 
company using fictitious DoD 
contracts as collateral for a 
loan.  Kenyan's former em-
ployer, Penelope Smith, 
president of JAMS and 
PENEL Corporation, devised 
a scheme where she repre-
sented herself as a DoD con-
tracting officer and created 
false Government contracts 
to defraud other companies 
out of goods and services.  
Smith also created false DoD 
contracts that were used as 
collateral with finance compa-
nies.  Smith pled guilty to im-
personating a DoD contract-
ing officer.  This scheme de-
frauded the Government and 
private companies out of at 
least $364,000.  The New 
Jersey RA conducted the in-
vestigation with the FBI and 
the NCIS. 
 
 
 
 
 
 
Money Laundering, Bribery, 

and Conspiracy 
    Bobby Gilchrist, former U.S. 
Army master sergeant, Joint 
Staff Supply Service, Joint 
Chiefs of Staff (JCS), was 
sentenced to 41 months in 
prison, 3 years of supervised 
release, to pay $400,000 res-
titution and a $300 special as-
sessment.  Gilchrist will pay 
his restitution jointly and sev-
erally with Tyrone X. Celey, 

Jr., owner of Pronto Products 
(Pronto) and Speedy Sup-
plies, Inc. (Speedy), two Clin-
ton, MD, office supply compa-
nies that conducted business 
with the DoD.  On February 
23, 2001, Gilchrist pled guilty 
to money laundering, bribery 
and conspiracy.  As a supply 
technician, Gilchrist’s respon-
sibilities included purchasing 
supplies and services for JCS 
using a DoD issued Interna-
tional Merchant Purchase Au-
thorization Card (IMPAC).  
The investigation confirmed 
that Gilchrist conspired, 
through use of his and others' 
DoD IMPAC cards, with vari-
ous DoD contractors to de-
fraud the DoD by accepting 
cash payments from them in 
return for directing business 
to them.  Celey, Gilchrist’s 
childhood friend, paid him 
$200,000 in bribes in ex-
change for purchases from 
Pronto and Speedy.  Gilchrist 
also made cash payments to 
other Pentagon employees 
for their participation in the 
scheme.  Available records 
revealed that Gilchrist con-
ducted over $1 million in busi-
ness on behalf of the JCS be-
tween July 1998 and June 
2000.  There was in excess of 
$400,000 in losses to the 
DoD during this time frame 
relative to Gilchrist's activity.  
The Mid-Atlantic FO con-
ducted the investigation with 
the FBI and the USACIDC, 
with assistance from the Pur-
chase Card Joint Program 
Management Office, Under 
Secretary of Defense for Ac-
quisition Technology.   

False Certification 
    Jorge Angulo was sen-
tenced in U.S. District Court, 
Dallas, TX, to 2 years proba-
tion, ordered to perform 50 
hours of community service, 
to pay a $13,500 fine, $6,750 
in restitution and a $100 spe-
cial assessment.  Angulo pre-
viously pled guilty to mispri-
sion of a felony.  Angulo was 
president of International Jet 
Repairs, Inc. (IJR), Hialeah, 
FL, a FAA Certified Repair 
Station, and a Government 
subcontractor.  An investiga-
tion revealed that IJR improp-
erly repaired Pratt & Whitney 
Corporation (P&W) JT8D 
combustion chambers.  Spe-
cifically, IJR failed to properly 
replace the mount lug bush-
ings on the chambers as re-
quired by P&W specifications.  
The chambers have been 
identified as flight critical air-
craft parts used on several 
types of commercial and mili-
tary aircraft.  During late 1996 
and early 1997, IJR provided 
false certificates of confor-
mance to Dallas Aerospace, 
Inc. (DAI), Carrollton, TX, in-
dicating that “new” bushings 
were placed in combustion 
chambers when, in fact, IJR 
failed to use new bushings 
and reinstalled the used 
bushings that were in the 
chambers.  After the repair 
was completed, IJR provided 
a letter to DAI falsely docu-
menting replacement of the 
bushings.  The FAA deter-
mined that failure to replace 
the bushings could have 
caused catastrophic failure of 
the aircraft and resulted in 
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loss of life.  The Southwest 
FO conducted the investiga-
tion with the Office of Inspec-
tor General (OIG), Depart-
ment of Justice. 

 
 
 
 

Health Care Fraud 
    A civil agreement was 
reached with Columbia/HCA 
Corporation, Nashville, TN, 
on behalf of four of its facili-
ties and three other hospitals.  
The agreement settles claims 
that they unlawfully charged 
Federal health care programs 
for surgical procedures using 
experimental cardiac devices.  
The procedures were per-
formed between 1987 and 
1994.  At that time, the FDA 
had not approved the devices 
for marketing.  The Govern-
ment maintained that the hos-
pitals violated the False 
Claims Act by knowingly 
seeking Federal reimburse-
ment for services they knew 
TRICARE and Medicare con-
sidered as nonreimbursable.  
The seven hospitals will re-
pay a total of $5,476,637 as 
follows:  Columbia/HCA will 
pay $1,929,255 on behalf of 
West Florida Regional Medi-
cal Center (WFRMC), Pensa-
cola, FL ; Miami Heart Insti-
tute, Miami, FL; Healthwest 
Regional Medical Center, 
Phoenix, AZ; and Green Hos-
pital of Scripps Clinic, San 
Diego, CA.  Holy Cross Hos-
pital, Fort Lauderdale, FL, will 
pay $2,830,208.  South Miami 
Hospital will pay $450,000 
and Mount Sinai Hospital, 

also in Miami, FL, will pay 
$267,174.  This settlement is 
the result of a qui tam lawsuit 
filed by Kevin Cosens, a for-
mer medical device sales-
man.  Cosens will receive 
$1,095,327.  His attorneys 
will also receive reimburse-
ment for legal fees from the 
settling hospitals.  The Pen-
sacola POD conducted the 
WFRMC portion of the inves-
tigation with the FBI and with 
technical assistance from the 
Office of Program Integrity, 
TRICARE Management Activ-
ity. 
 
 
 
 
 
 
 

False Claims 
    UroCor, Inc., Oklahoma 
City, OK, entered into a civil 
agreement and will pay $9 
million to resolve claims un-
der the False Claims Act and 
administrative claims that the 
company mischarged Medi-
care, TRICARE and other 
Federal health programs for 
certain tests it performed.  In 
addition, UroCor is entering 
into a Corporate Integrity 
Agreement with the HHS that 
requires UroCor to develop a 
compliance program to pre-
vent future violations.  Uro-
Cor, a laboratory operating in 
Oklahoma City, specializes in 
conducting tests that detect 
bladder and prostate cancer.  
Urologists obtain tissue or liq-
uid specimens from patients 
and submit the specimens to 

UroCor to determine whether 
specimens contain cancer 
cells.  An investigation dis-
closed that UroCor billed for 
medically unnecessary tests 
by bundling unnecessary 
tests with medically neces-
sary tests.  UroCor billed for 
tumor and DNA analysis test-
ing that was not medically ap-
proved.  The Tulsa POD con-
ducted the investigation with 
the FBI and the HHS. 
 

False Certification 
    Astropower, Incorporated, 
Newark, DE, entered into a 
settlement agreement with 
the U.S. Attorney's Office, 
District of Delaware, and will 
pay the Government $3.648 
million in damages.  Between 
1991 and 1995, Astropower 
improperly manipulated over-
head accounting rates, 
charged the Government for 
commercial ventures, and 
then falsely certified that such 
charges were proper.  Astro-
power historically performed 
research in the field of photo-
voltaics (solar power) under 
contracts with various compo-
nents of the DoD and the De-
partment of Energy.  Affected 
DoD components include the 
U.S. Navy Office of Naval Re-
search, the U.S. Air Force 
Research Laboratory, Wright-
Patterson Air Force Base, 
and the U.S. Army Space and 
Missile Defense Command.  
The Northeast FO conducted 
the investigation jointly with 
the NCIS and with support 
from the DCAA and the De-
partment of Energy OIG.   

Civil Settlements 
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Phoenix, AZ   
Comm:  (602) 277-7253/4          
Telefax:  (602) 277-9890          
E-Mail:  30px@dodig.osd.mil 
 
Long Beach, CA 
Comm:  (562) 980-4242          
Telefax:  (562) 980-4249          
E-Mail:  50es@dodig.osd.mil 
 
Mission Viejo, CA  
Comm:  (949) 643-4441  
Telefax:   (714) 643-4769          
E-Mail:  50la@dodig.osd.mil 
  
Sacramento, CA 
Comm:  (916) 489-1254          
Telefax:  (916) 489-1462          
E-Mail:  50sm@dodig.osd.mil 
    
San Diego, CA  
Comm:  (619) 569-1497/98             
Telefax:   (619) 569-6401             
E-Mail:  50sd@dodig.osd.mil 
     
 
San Francisco, CA 
Comm:  (510) 637-2965          
Telefax:  (510) 637-2972          
E-Mail:  50sf@dodig.osd.mil 

   
 
Van Nuys, CA  
Comm:  (818) 781-2575/3068          
Telefax:  (818) 781-3277          
E-Mail:  50vn@dodig.osd.mil 
 
Denver, CO 
Comm:  (303) 799-8182          
Telefax:  (303) 799-8615  
E-Mail:  30da@dodig.osd.mil 
 
Hartford, CT 
Comm:  (860) 721-7751          
Telefax:  (860) 721-6327          
E-Mail:  10hf@dodig.osd.mil 
 
Ft. Lauderdale, FL    
Comm:(954) 202-9167          
Telefax:(954) 202-9217 
E-Mail:  20fl@dodig.osd.mil 
 
Jacksonville, FL 
Comm::     (904) 855-0991          
Telefax:   (904) 855-4078 
E-Mail:  20jx@dodig.osd.mil 
 
Orlando, FL 
Comm:  (407) 895-2622         
Telefax:  (407) 895-2620          
E-Mail:  20or@dodig.osd.mil 
       
Pensacola, FL 
Comm:  (850) 651-6377         
Telefax:  (850) 651-6962   
E-Mail:  20pc@dodig.osd.mil 
 
Atlanta, GA 
Comm:  (770) 916-9920/9926          
Telefax:  (770) 916-9937          
E-Mail:  20at@dodig.osd.mil 
    
Honolulu, HI 
Comm:  (808) 541-2590          
Telefax:  (808) 541-3609  
E-Mail:  50hi@dodig.osd.mil 
 
 

 
 
Chicago, IL 
Voice:  (847) 827-9480 
Telefax:  (847) 827-3724 
E-Mail:  40ch@dodig.osd.mil 
 
Indianapolis, IN  
Voice:  (317) 542-4009 
Fax:  (317) 542-4012 
E-Mail:  40in@dodig.osd.mil 
 
Kansas City, KS  
Voice:  (913) 551-1350 
Telefax:  (913) 551-1362 
E-Mail:  40kc@dodig.osd.mil 
 
Wichita, KS 
Voice:  (316) 682-1991 
Telefax:  (316) 682-1609 
E-Mail:  40wc@dodig.osd.mil 
 
New Orleans, LA 
Comm:  (504) 641-0691          
Telefax:  (504) 641-0838          
E-Mail:  20no@dodig.osd.mil 
          
Boston, MA   
Comm:  (617) 753-3044          
Telefax:  (617) 753-4284 
E-Mail:  10bn@dodig.osd.mil 
 
Chapel Hill, NC  
Comm:  (919) 929-4744/4746          
Telefax:  (919) 967-4325          
E-Mail:  20rl@dodig.osd.mil 
 
Baltimore, MD  
Comm:  (410) 529-9054          
Telefax:  (410) 529-9052          
E-Mail:  60bt@dodig.osd.mil 
   
St. Paul, MN 
Voice:  (651) 222-0212 
Telefax:  (651) 222-8316 
E-Mail:  40mn@dodig.osd.mil 
 
 

To report suspected criminal 
activity involving the Department of  
Defense  please contact the nearest 
Defense Criminal Investigative  
Service office.  
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St. Louis, MO  
Voice:  (314) 539-2172 
Telefax:  (314) 539-2967 
E-Mail:  40sl@dodig.osd.mil 
 
Edison, NJ 
Comm:  (732) 819-8455          
Telefax:  (732) 819-9430  
E-Mail: 10sp@dodig.osd.mil 
 
Albuquerque, NM  87109          
Comm:    (505)342-4800          
Telefax:    (505)342-4814   
E-Mail:  30aq@dodig.osd.mil 
 
New York, NY 
Comm:  (516) 420-4302 /4307 
Telefax:  (516) 420-4316                 
E-Mail:  10ny@dodig.osd.mil 
 
Syracuse, NY 
Comm:  (315) 423-5019          
Telefax:  (315) 423-5099 
E-Mail:  10sy@dodig.osd.mil 
 
Cleveland, OH 
Voice:  (216) 522-2296/7 
Telefax:  (216) 522-7196 
E-Mail:  40cl@dodig.osd.mil 
 
Columbus, OH   
Voice:    (614) 692-3629/3855 
Telefax:  (614) 231-8905 
E-Mail:  40co@dodig.osd.mil 
 
Dayton, OH 
Voice:  (937) 534-0100 
Telefax:  (937) 534-0117 
E-Mail:  40dy@dodig.osd.mil 
 
Tulsa, OK  
Comm:  (918) 581-6485          
Telefax:  (918) 581-6489          
E-Mail:  30tl@dodig.osd.mil 
 
 
 

 
Philadelphia, PA         
Comm:  (610) 595-1900          
Telefax: (610) 595-1934 
E-Mail:  10pa@dodig.osd.mil 
 
Pittsburgh, PA 
Comm:  (412) 395-6931/6879       
Telefax:  (412) 395-4557  
E-Mail:  10pb@dodig.osd.mil 
 
Sioux Falls, SD 
Voice:  (605) 330-4211 
Telefax:  (605) 330-4212 
E-Mail:  40sx@dodig.osd.mil 
 
Nashville, TN 
Comm:  (615) 736-2930          
Telefax:  (615) 736-2939  
E-Mail:  20nv@dodig.osd.mil 
       
Dallas, TX 
Comm:  (817) 543-4350          
Telefax:  (817) 543-4365  
E-Mail:  30da@dodig.osd.mil 
 
Houston, TX 
Comm:  (713) 227-7263          
Telefax:  (713) 236-8487       
E-Mail:  30hs@dodig.osd.mil 
 
San Antonio, TX           
Comm:  (210) 366-1037          
Telefax:  (210) 366-4031          
E-Mail:  30sa@dodig.osd.mil 
              
Salt Lake City, UT 
Comm:  (801) 625-5703          
Telefax:  (801) 625-5711          
E-Mail:  30og@dodig.osd.mil 
 
Seattle, WA 
Comm:  (206) 553-0700           
Telefax:  (206) 553-0057           
E-Mail:  30da@dodig.osd.mil 
    
 
 

 
Arlington, VA   
Comm:  (703) 604-8439/40          
Telefax:  (703) 604-8442 
E-Mail:  60dc@dodig.osd.mil 
 
Norfolk, VA 
Comm:  (757) 441-3412          
Telefax:  (757) 626-1891    
E-Mail:  60nf@dodig.osd.mil 
 
Richmond, VA 
Comm:  (804) 748-2055          
Telefax:  (804) 748-5327     
E-Mail:  60rm@dodig.osd.mil 
 
Milwaukee, WI  
Voice:  (414) 297-1810 
Telefax:  (414) 297-1817 
E-Mail:  40ml@dodig.osd.mil 
 
Wiesbaden, Germany          
Comm:  011-49-611-3807526          
Telefax:  011-49-611-3807421          
DSN:  338-7526                    
Fax:  338-7421                 

You may also call, write or e-mail the 
Department of Defense Hotline at 
Defense Hotline 
The Pentagon 
Washington, DC 20301-1900 
Voice:  (800) 424-9098 
Voice:  (703) 604-8546 
E-Mail:  hotline@dodig.osd.mil 


